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# 《信息安全原理与技术
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1.2.3 可用性  
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1.7 下一步是什么  
1.8 习题

## 第2章 工具箱： 鉴别、 访问控制与加密
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2.1.2 基于短语和事实的鉴别： 用户已知的事情  
2.1.3 基于生物特征鉴别技术的鉴别： 用户的一些特征  
2.1.4 基于令牌的身份鉴别： 你拥有的东西  
2.1.5 联合身份管理机制  
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2.3.5 公开密钥密码体制  
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## 第3章 程序和编程 漏洞 木马 病毒
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3.4 小结  
3.5 习题

## Web和用户
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## 第5章 操作系统 安全性

1. 5.1 操作系统的安全性  
   5.1.1 背景： 操作系统结构  
   5.1.2 普通操作系统的安全特性  
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   5.2 安全操作系统的设计  
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## 第6章 网络安全 通信 ddos 6.7 防火墙 6.8 入侵检测和防御系统 加密
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   6.6.2 浏览器加密  
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